Policies in place to meet cybersecurity issues
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Use cybersecurity software,
such as antivirus

Have a strong computer and
system password policy

Have a regular risk assessment
in place

Regularly updated software

Online/digital security i.e. strong
passwords, anti-virus
software/firewalls etc

Monitoring of user activity /
restrictions on what website staff
can access etc.

No unauthorized use of personal
devices in the workplace

Restrictions on removable
devices (e.q. USBs)

Insurance - specific to cover
cybersecurity

Have an incidence response
helpline if needed
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As in 2020 and 2018, companies have a range of palicies in place to meet basic cybersecurity
issues including software and passwords. The use of some tools such as reqular risk assessments

has declined slightly since 2020.



